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1. ______ is the concept that information which has been converted and stored in binary digital 
form is subject to the laws of the country in which it is located. 
 A. Bureaucracy 
 B. Government intervention 
 C. Data sovereignty 
 D. Binary ownership 
 
Answer: ________ 

2. Data that is on a computer and is being accessed/processed is considered to be ______. 
 A. Data-in-Transit 
 B. Data-in-Use 
 C. Data-at-Rest 
 D. Data-in-Storage 
 
Answer: ________ 

3. Data that is moving on a network is considered to be ______. 
 A. Data-in-Transit 
 B. Data-in-Use 
 C. Data-at-Rest 
 D. Data-in-Storage 
 
Answer: ________ 

4. Data that is on a driver or server being stored for later access is considered to be ______. 
 A. Data-in-Transit 
 B. Data-in-Use 
 C. Data-at-Rest 
 D. Data-in-Storage 
 
Answer: ________ 

5. Which of the following is PII? 
 A. Date of birth 
 B. SSN 
 C. Name 
 D. All of the above 
 
Answer: ________ 

6. Personal information that includes your health status or payments for healthcare is known as 
______. 
 A. Protected Health Information 
 B. Protected Health Events 
 C. Protected Health Records 
 D. Protected Health Birth Information 
 
Answer: ________ 
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7. What does DLP stand for? 
 A. Data Loss Preventor 
 B. Data Liability Prevention 
 C. Database Loss Prevention 
 D. Data Loss Prevention 
 
Answer: ________ 

8. A DLP technique that filters which files go into/out of cloud is called a(n) ______. 
 A. Web-based DLP technique 
 B. File-based DLP technique 
 C. Cloud-based DLP technique 
 D. Record-based DLP technique 
 
Answer: ________ 

9. A DLP technique that filters or limits different attachment types is called a(n) ______. 
 A. Web-based DLP technique 
 B. Email DLP technique 
 C. MX Record DLP technique 
 D. Communication DLP technique 
 
Answer: ________ 

10. Preventing the use of USB storage devices on a computer can be considered a DLP 
technique. 
 A. True 
 B. False 
 
Answer: ________ 


